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This article provides information on using Generative AI tools available through Wharton.  Penn's ISC also has

information on Generative AI tools at Penn.

Generative AI Tools at Penn and Wharton

Generative AI tools are fast becoming a tool for working and learning at Wharton and Penn. This list outlines the

different types of AI programs available for use, along with guidance on using them at Penn and Wharton

Note: You must collaborate with your Wharton Computing Representative and Wharton Information

Security Office before using any generative AI service with data from Wharton Systems or Applications.

Information considered "Confidential" by the University is not approved for use with AI Tools.

Tool Description Data Usage Available To...

ChatGPT Edu

ChatGPT Edu adds

enterprise-level

security, enhanced

privacy, and data

agreements to

ChatGPT, ensuring that

it can be leveraged

responsibly with

University data.  

The University’s contract with

OpenAI ensures that no data

uploaded to Wharton’s ChatGPT

Edu workspace is used to train

any of their AI models. 

For information on data usage

restrictions, see the Security and

Data section in our ChatGPT Edu

article. 

Wharton

Faculty, Staff;

WEMBA,

PhD, and

MBA

students. 

Grammarly 

Grammarly for

Education checks your

grammar, spelling,

punctuation, and style

as you write and offers

suggestions in non-

intrusive ways. 

HIPAA usage is pending

additional reviews by Penn

Medicine Privacy and the Office

of Audit, Compliance, and Privacy.

Data defined as High Risk* may

not be used with Grammarly.

Full time

faculty and

staff at Penn.

https://isc.upenn.edu/ai/penn-generative-ai-tools-resources
https://support.wharton.upenn.edu/help/computing-contact-list
https://support.wharton.upenn.edu/help/chatgpt-enterprise
https://support.wharton.upenn.edu/help/chatgpt-enterprise#security-and-data
https://support.wharton.upenn.edu/help/grammarly
https://support.wharton.upenn.edu/help/data-classification-and-management-standard
https://isc.upenn.edu/resources/grammarly


 Microsoft Copilot

Copilot is the branding

that Microsoft uses for

all of its AI tools. This

suite of generative AI

(built upon the

foundations of

ChatGTP) is spread

across all of Microsoft's

platforms.

See the Security and Data section

of our Microsoft Copilot article

for permitted data usage.

All Members

of the Penn

Community.

Zoom AI Companion

This suite of Zoom

features is powered by

Generative AI and

designed to make  Zoom

meetings more

productive.

All Zoom AI Companion

features are off by

default; you'll need to

enable them.

Zoom AI Companion is not

approved for meetings where

HIPAA data/Protected Health

Information, Social Security

Numbers, or credit card data will

be part of the meeting, or for

meetings involving non-student

minors.

In addition, any data defined as

High Risk* may not be used with

Zoom AI.

Certain Penn

Users.

Tool Description Data Usage Available To...

*The University's definition of "High Risk" data is explained on ISC's website in their Data Risk Classification

article.

Questions or Issues?

General Copilot questions: Contact your  Wharton Computing Representative.

Security-related questions: Contact the Wharton Information Security Office at security@wharton.upenn.edu.

https://support.wharton.upenn.edu/help/copilot
https://www.microsoft.com/en-us/ai
https://support.wharton.upenn.edu/help/copilot
https://support.wharton.upenn.edu/help/zoom-ai-companion
https://isc.upenn.edu/security/data-classification#HIGH
https://support.wharton.upenn.edu/help/computing-contact-list

